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| **In the occasion of winning the EC Council's Best Instructor Award for the 5th consecutive year and Best ATC Award for MENA RegionRITI and Raya Academy have the honor to offer25% Discount to Join Certified Ethical Hacker CourseCertified by EC Councilceh - small.jpgand 15% Discount on the whole Information Security Professional DiplomaThe discounts are valid until 18 September 2012Limited Seats** |
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| Overview |
| This course will immerse the participant into an interactive environment where they will be shown how to scan, test, hack and secure their own systems. The lab intensive environment gives each participant in-depth knowledge and practical experience with the current essential security systems. Participants will begin by understanding how perimeter defenses work and then be lead into scanning and attacking their own networks, no real network is harmed. Participants then learn how intruders escalate privileges and what steps can be taken to secure a system. Participants will also learn about Intrusion detection, policy creation, DDoS attacks, buffer overflows and virus creation. When a participant leaves this intensive course they will have hands on understanding and experience in Ethical Hacking. This course prepares the participants for EC-Council Certified Ethical Hacker exam 312-50 |
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| Course Outlines |
| • Introduction to Ethical Hacking• Footprinting and Reconnaissance• Scanning Networks• Enumeration• System Hacking• Trojans and Backdoors• Viruses and Worms• Sniffers• Denial of Service• Session Hijacking• Hacking Webservers• Hacking Web Applications• SQL Injection• Hacking Wireless Networks• Evading IDS, Firewalls and Honeypots• Buffer Overflows• Cryptography• Penetration Testing |
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| **Start Date:**23 September 2012 **Registration Deadline:**18 September 2012 **Duration:**5 Days - From 09:00 to 17:00  **Location:**RITI Premises, Zamalek, Cairo. |
| Participants' ProfileThis course will significantly benefit security officers, auditors, security professionals, site administrators, and anyone who is concerned about the integrity of the network infrastructure.  |
| **Instructor's ProfileMr. Adel Abdel Monaem**General Manager of Raya Academy, has over 14 years' experience in the IT industry. He has spent most of his professional life in training and consultation. Over this time span he has achieved many technical certifications from Microsoft, CISCO, CIW, CompTIA, EC Council, EXIN and Guidance Software. Being the first to become a Licensed Penetration Tester in Egypt (LPT), it comes as no surprise that Adel has been awarded the Instructor of the year award for the years 2008, 2009 and 2010 from EC Council for the African continent and for Middle East and Africa for the year 2011. Adel also acts as the senior consultant for the Security Professional Services Department for Raya IT Line of Business.  |
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